1. Introduction

Sukuk are Shariah-compliant bonds that are structured in a particular way. Unlike traditional bonds, where the bondholder and issuer are essentially lenders and borrowers, the sukuk holder gets undivided beneficial ownership of the underlying sukuk assets, resulting in both gains and losses. “Investment Sukuk are certificates of equal value representing an undivided share in ownership of tangible assets, benefits, and services or (in ownership of) specific project assets or specific investment activities,” according to the Accounting and Auditing Organization for
Islamic Financial Institutions (AAOIFI) in Sharia Standard No. 17 Investment Sukuk (AAOIFI, 2017, p. 468). Sukuk can be organized utilizing a variety of Sharia contracts, including ownership of leased assets, ownership of revenues, salam, istisna’, murabahah, musyarakah, profit sharing (muzara’ah), irrigation (musaqat), and agriculture, according to AAOIFI (2017) (mugharasah).

A sukuk is more complicated to issue and administer than a traditional bond. Depending on the underlying Shariah contract, it necessitates several contracts with unique terms, conditions, and operating mechanisms. In comparison to a standard bond issuance, Figure 1 depicts the additional processes involved in a sukuk issuance. This increases the operational risk of sukuk issuance, including (i) legal risk from ineffective, invalid, or incomplete legal documents, and (ii) Shariah non-compliance risk from inappropriate legal paperwork and execution of each step within the sukuk lifecycle.

New technologies such as blockchain offer a new method to data management and sharing, that financial practitioners have hailed as a game changer that can simplify contracts, increase transaction traceability, and eliminate traditional intermediaries in part. As a result, financial instrument pricing may become more competitive and cost efficiency may improve. Given the extra complexity of sukuk structures, which has frequently been the scourge of its own development, the value proposition of blockchain for the sukuk market is significant in this regard.

This paper aims to identify key insights from the available literature review on blockchain in the sukuk market and provide a commentary of its prospects specifically in its application within the sukuk market. The paper is organized as follows; section 2 describes the research methodology used; section 3 provides a blockchain application in sukuk issuance; section 4 presents an analysis of available literature review and section 5 discusses the advantages and challenges of blockchain application in sukuk issuance and management. Finally, we conclude our observations in section 6 with our recommendations.
2. Literature Review

Academic research on blockchain, with a specific application in finance, is limited. Ali et al. (2020) conducted a systematic review of 87 scholarly articles on blockchain technology in the financial sector identified through the various databases (as at 5.3.2018), and presents a classification framework based on three dimensions: blockchain-enabled financial benefits, challenges, and functionality. The sub-categories of the dimensions of the final framework are provided in the Appendix. Findings from the paper suggest the need for further empirical study on issues such as fast transaction, data sharing, wasted resources, scalability, and data protection. Khan et al. (2020) also provides a taxonomy of blockchain applications in finance and Islamic finance, which is provided in the Appendix.

We employ similar steps to identify relevant literature. Figure 6 presents a summary of the search results from the ScienceDirect and Emerald Insight databases conducted on 16 April 2021.

<table>
<thead>
<tr>
<th>Table 1 Summary of Search Results of Related Keywords</th>
</tr>
</thead>
<tbody>
<tr>
<td>Keywords</td>
</tr>
<tr>
<td>“blockchain”</td>
</tr>
<tr>
<td>“blockchain” and “bonds”</td>
</tr>
<tr>
<td>“blockchain” and “sukuk”</td>
</tr>
</tbody>
</table>

*Subject areas were restricted to include (i) business, management and accounting and (ii) economics, econometrics and finance

We filter the search to identify literature that are relevant to the objective of the paper and identified 16 papers (including grey literature). We classify the literatures based on the following dimensions namely blockchain bond or sukuk structures (functionality), benefits and challenges (discussed in section 5), green bonds, credit rating and financial inclusion.

<table>
<thead>
<tr>
<th>Table 2 Summary of Available Literature by Dimensions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Dimension</td>
</tr>
<tr>
<td>Green bonds</td>
</tr>
<tr>
<td>Credit rating</td>
</tr>
<tr>
<td>Financial inclusion</td>
</tr>
</tbody>
</table>

*denotes grey literature

Chen and Wang (2020) provides an in-depth analysis of the current inefficiencies in the entire bond issuance value chain in Europe and proposes a potential blockchain solution using tokenization. Khan et al. (2020) introduces a novel, exploratory analysis of sukuk tokenization based on a case study by implementing a basic smart contract for sukuk murabaha on Ethereum.
and provides a conceptual analysis of feasibility concerns of sukuk issuance with tokenization. Other papers also expound on the potential of smart contracts such as Hamza (2020), presenting a proposal for a blockchain sukuk model for the largest bank in Turkey, Mohamed (2019), using blockchain to structure impact sukuk, and Mat Rahim et al. (2018), illustrating the use of smart contracts to support various Islamic financial products including sukuk. Mounira (2020) presents a case study of the Blosoom Finance model. Al-Hajjar (2020) proposes smart sukuk issuance through the “Initial Coin Offering” (ICO) which is a type of cryptocurrency powered by blockchain technology. Muneeza and Mustapha (2019), discuss the Shariah compliant structure of blockchain. Shukri et al. (2019) briefly suggests the use of blockchain to facilitate the issuance of perpetual *waqf* sukuk.

The purported superior traceability feature of blockchain makes it ideal to support verification, which is a critical process in validating sustainable instruments. Malamas et al. (2020) propose a blockchain-enabled green bond issuance architecture that reduces the intermediary costs and offers compliance, scalability, confidentiality, and security where the funds of qualified, environmentally friendly projects could be traced. The potential application of blockchain to improve traceability of carbon emissions verification of green bonds is also concurred by Sanderson (2018). From a bond credit rating perspective, Iyer and Ravi Kumar (2021) propose an innovative blockchain-based system enabling implementation of a bond-pays model in credit rating industry that could mitigate the conflict of interest issue arising from the existing issuer-pays model resulting in rating shopping and inflation. Al Mahmood (2019) presents the case for using blockchain to issue retail sukuk to address financial inclusion.

At this stage, there obviously exists significant room for future research in various themes as the blockchain application in the capital market matures. This is consistent with the observation made by Ali et al. (2020) that there is a lack of theoretical orientation and longitudinal study of the overall value of blockchain to the financial sector, demonstrating the lack of maturity in this research area. In particular, we would be interested to study the impact of blockchain adoption in bond and sukuk issuances on improvements in efficiency and performance of the bond and sukuk, level of risks and improvements in compliance including Shariah compliance.

### 3. Research Methodology

The paper primarily applies a qualitative approach and literature review as a research method. According to Snyder (2019), literature reviews are useful when the aim is to provide an overview of a certain issue or research problem, to identify gaps in research, or simply discuss a particular matter. Due to the limited availability of empirical academic studies, the paper also includes review of any available grey literature as defined in Table 3.
Table 3 Defining Aspects and Examples of ‘Grey Literature’, ‘Grey Data’, and ‘Grey Information’ (Adams et al., 2016)

<table>
<thead>
<tr>
<th>Term</th>
<th>Defining aspect</th>
<th>Examples</th>
</tr>
</thead>
<tbody>
<tr>
<td>Grey literature</td>
<td>Not controlled by commercial publishing organizations</td>
<td>Internal reports, Working papers, Newsletters</td>
</tr>
<tr>
<td>Grey data</td>
<td>User-generated, web-based</td>
<td>Tweets, Blogs, Facebook status updates</td>
</tr>
<tr>
<td>Grey information</td>
<td>Informally published or not published at all</td>
<td>Meeting notes, Emails, Personal memories</td>
</tr>
</tbody>
</table>

4. Discussion

4.1 Sukuk on Blockchain Issuance Process

This section will firstly provide a primer on a sukuk issuance process and lifecycle of a sukuk blockchain and secondly a summary of available sukuk on blockchain. A typical sukuk issuance process involves the creation of a special purpose vehicle (SPV) by the issuer. According to Kunhibava et al. (2021), the following parties will be present:

1. the issuers, typically a SPV that issues sukuk and protects the underlying assets for the sukuk holders;
2. sukuk holders, who are the owners of the sukuk;
3. the obligor, who is in need of funding and is responsible for paying the sukuk holders;
4. Shariah advisors, who ensure Shariah compliance of the sukuk structure;
5. the regulator, that is the approving body for the capital market;
6. legal advisors, who ensure the structure is legally sound;
7. an investment bank, either individually or as part of a group, that acts as the lead arranger, rating advisor, book runner or lead manager who underwrites and arranges the offering and advises the obligor; and
8. a facility agent that manages the operational aspects of the sukuk structure.
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The main characteristics of blockchain technology are trust and decentralization (Seebacher and Schüritz, 2017) as presented in Figure 3.

Figure 3 Blockchain technology characteristics
(Seebacher & Schüritz, 2017)

Blockchain is essentially a decentralized ledger that maintains transaction records on many computers simultaneously (Ali et al., 2020). Blockchain technology comprises of three concepts: distributed ledger, cryptography and smart contracts (Muneeza & Mustapha, 2019). Distributed ledger technology (DLT), most famously used in the development of Bitcoin, is a computer code or protocol that allows many participants of the same network to record information on a single shared ledger, where every participant can see the same data and information inserted (Hamza, 2020). Cryptography is the practice of developing protocols that prevent third parties from viewing private data and is an integral part of blockchain technology (Crushcrypto, n.d.). “Smart contracts” is a term used to describe computer code that automatically executes all or parts of an agreement and is stored on a blockchain-based platform (Levi & Lipton, 2018). In the blockchainised version of the sukuk, the papers (trust certificates) issued to the primary subscribers and investors are distributed to them as (crypto) tokens which represents their portion/ ownership of the underlying asset and/ or dividend payment (Mohamed, 2019).
The blockchain solution for sukuk issuance essentially transposes the entire lifecycle of the sukuk from a paper-based system onto distributed ledgers or online blockchain platform. In addition, the transaction flows of both cash and underlying asset are “tokenized”, by employing smart contracts for its execution. From a Shariah perspective, there is no difference regarding the requirements of the underlying Shariah contract used to issue a traditional sukuk and blockchain sukuk. The difference lies in the use of blockchain technology itself which is used through smart contracts to carry out functions in a transparent and reliable manner (Kunhibava et al., 2021). Blockchain is viewed as an enabling tool much like how commodity trading platforms are used currently to transact tawarruq or commodity murabahah contracts. Blockchain is permissible provided the end-to-end design complies with the Shariah requirements of the underlying Shariah contract applicable for the respective sukuk. This is reflected in the AAOIFI standards (2017) which states that “(t)he certificates may be traded through any known means, that do not contravene the rules of the Shariah, such as registration, electronic means or actual transmission by the bearer to the purchaser”. Hence, just as Shariah advisors review and approve the design of commodity trading platforms, so must the design of blockchain platforms to ensure Shariah compliance.

The design of the blockchain solution may vary according to the blockchain platform operators. Since the application of blockchain in bond and sukuk issuances is limited, there is yet to be any standardization. Potential designs and proof-of-concepts have been a subject of academic research and grey literature as will be discussed in section 3. Figure 3 illustrates one of the blockchain solution design for sukuk issuance.
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Sukuk on Blockchain: Application, Advantages, and Challenges

Based on available information, there have been very limited issuances of sukuk on blockchain and these are as follows:

1. In 2018, Al Hilal Bank became the first Islamic bank in the world to leverage blockchain to transact a secondary market deal in Al Hilal Bank’s USD500 million Senior Sukuk maturing in September 2023 (Al Hilal Bank, 2018).
2. In 2019, an Indonesian Islamic microfinance cooperative, BMT Bina Ummah, raised 710 million rupiahs (USD50,000) through a primary sukuk issuance through the Smart Sukuk platform of Blossom Finance (Santiago, 2019).

Table 4 provides a summary of the blockchain design by Blossom Finance and Wethaq based on available information. No information was found on the blockchain design for the Al Hilal Bank’s issuance, which was supported by a fintech company, Jibrel Network.
Table 4 Blockchain Design of Available Sukuk Issuances

<table>
<thead>
<tr>
<th>Name of platform</th>
<th>Blossom Finance¹</th>
<th>Wethaq²</th>
</tr>
</thead>
<tbody>
<tr>
<td>Network</td>
<td>Ethereum</td>
<td>Corda Protocol³</td>
</tr>
<tr>
<td>Private transaction by network (Zhang, 2019)</td>
<td>Public</td>
<td>Inherently all transactions are private. The entire transaction is visible to a validating notary.</td>
</tr>
<tr>
<td>Control information sharing by network (Binance Research, 2019)</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Payment</td>
<td>Ethereum wallet (ERC20 standard)</td>
<td>SWIFT gpi (global payments innovation)</td>
</tr>
<tr>
<td>Regulatory supervision</td>
<td>No information on the use of a “supervisory node”.</td>
<td>“Supervisory node” available to allow certain access to regulators and Shariah Board for regulatory/Shariah compliance purposes.</td>
</tr>
</tbody>
</table>

¹ Information sourced from Blossom Finance (2019) and Mounira (2020).
² R3 (2019).
³ Corda started first as a closed-source project within R3, which is a consortium invested by financial companies, dedicated to developing DLT for the financial industry. Corda architecture design is heavily influenced by requirements from the financial industry, mainly privacy and regulation compliance. Key aspects include using a UTXO (Unspent Transaction Output) transaction model, and all transactions

4.2 Advantages and Challenges

4.2.1 Advantages

Simplifying process and cost efficiencies

Using blockchain technology can eliminate the use of physical documents and automation can mitigate common issues arising from physical form, such as delays, inefficiencies, tampering and errors (Chen and Wang, 2020). The new technology could help to eliminate counterparty risk, reducing the administrative cost of holding assets, and driving the process more transparent with layers that are more streamlined (Chen and Wang, 2020 and Mohamed, 2019). Mat Rahim et al. (2018) note that the use of smart contracts reduces the need for participation from banks, lawyers and middlemen (Al Subaei, 2019) and works on minimizing errors in the organization and data management. Because blockchains can eliminate the need to rely on banks as a third party to verify the payment process, blockchain reduces the time needed to complete a transaction while cutting costs (Hamza, 2020; Mounira, 2020 and Al Subaei, 2019) of sukuk issuances and hence increasing the price competitiveness of sukuk compared to bonds. Smart contract as explained in section 3 simplifies the process of issuing and trading sukuk (Hamza, 2020), facilitating regulatory oversight where legal and automatic accounting aspects are brought together to overcome the challenges of identification of assets and structure, negotiation (Shariah and legal) and documentation (S&P Global Ratings, 2020).

Transparency

The use of unique identifiers for all participants, which can be shared and viewed in the network in a real-time manner (Al Subaei, 2019), can streamline the transaction flow more seamlessly and overcome any data mismanagement (Chen and Wang, 2020). Providing accurate information is very useful for sukuk holders to facilitate investment advisory and decision-making process (Kunhibava et al., 2021 and S&P Global Ratings, 2020). This also allows for more
effective Shariah audit and reconciliation system (Hamza, 2020) helps to reduce risks related to transaction security or identity theft (Mounira, 2020).

**Investor diversification and market growth**

Investing in traditional bonds and sukuk is usually conditioned on a minimum investment amount, which may restrict the participation of retail investors, beyond the sophisticated investor types. According to Alam et al. (2019), smart contact can widen the access to investors which can be retail, corporate or financial institutions. Furthermore, traditional issuances may also be physically constrained by geographical barriers thus limiting the pool of investors. By adopting blockchain, issuers could enjoy better access to a broader range of target investors and face reducing obstacles for cross-border transactions (Chen and Wang, 2020). The access to global capital allows investor diversification and the opportunity to attract a larger group of investors (Mounira, 2020 and Mohamed, 2019) who are also interested in the social impact of the sukuk (S&P Global Ratings, 2020) and spurring growth in the sukuk market (Hamza, 2020).

4.2.2 Challenges

**Regulatory and legal**

Currently most financial regulators already have some form of integration with regards to regulation of fintech solutions. However, in order to encourage growth in the novel sector, fintech solutions are subject to some form of regulatory sandbox that is typically less onerous compared to the regulatory regime imposed on traditional brick and mortar financial institutions. One of the characteristics of blockchain sukuk is that parts of the issuance process are decentralized thus raising regulatory issues particularly in respect of the possibility of breaching some of the current consumer protection standards used in capital markets (Kunhibava et al., 2021). Another main issues regarding blockchain usage is about how network operators will comply with national provisions on professional confidentiality and secrecy (Chen and Wang, 2020). Another issue is the legal enforceability of smart contracts (Khan et al., 2020; Mathias, 2018). Perhaps the challenges that are facing smart instruments and smart contracts in general are to find legislation that will regulate their work and adapt to the use of this technology in daily life (Hamza, 2020). In the blockchain set-up, many other complexities need to be tackled to establish more sophisticated solutions for multi-regional and multi-time zone accessibility and governance structure while in compliance with different regulations.

**Shariah**

To ensure that the sukuk issued is in accordance with Shariah, issuers need to employ a competent Shariah advisor to inspect the blockchain algorithm/programming in order to ensure that it is in accordance with the requirements of the underlying Shariah contracts (Kunhibava et al., 2021). For example, in a *mudaraba* contract, the profit is shared between the investor and issuer whilst lost is borne by the investor. Hence, the algorithm has to be properly coded to ensure that the smart contract is able to distinguish between the profit and loss scenarios and compute the profit distribution according to each scenario. Smart sukuk can be the solution of these obstacles related to the conventional sukuk issuances in terms of its compliance to the Shariah (Hamza, 2020). Where the design involves the use of cryptocurrency, there will be additional complexities since Shariah scholars are still debating the permissibility of using cryptocurrency.
Cyber risks

Being an online application, blockchain solutions are exposed to cyber risks such as hacking (Kunhibava et al., 2021). In addition, there exist vulnerabilities in smart contracts where potential coding errors and any undetected errors have the potential to be exploited. Hence, more extensive security analysis is needed before issuance of sukuk to help conceptualize a framework for their secure deployment in the Islamic finance sector (Khan et al., 2020).

5. Conclusions and Recommendations

Technology adoption needs to win massive support if it aims to change the market infrastructure or behavior. In order to maintain the stability of the debt capital market, market participants have urged that technology should focus on creating efficiencies and value for the current set-ups and infrastructure instead of completely replacing them. Hence, blockchain adoption should not cause a complete disintermediation since human interactions in the advisory functions are still necessary, especially for the deal negotiation in the pre-issuance process. Most importantly, blockchain should not be considered as a single solution to improve issuance efficiencies, but rather interoperate with other innovative technology such as artificial intelligence and cloud computing (Chen and Wang, 2020).

Smart sukuk has the potential of becoming the future for sukuk issuances and may contribute to the spread of sukuk more widely, leading to the expansion of Islamic funding. The advantages of smart contracts could facilitate transactions in a convenient way and hence would contribute to wellbeing of the ummah, thus achieving the maslaha. The use of smart contracts designed to protect against fraud is also consistent with maqasid al-Shariah (purposes of Shariah), which is the protection of al-mal (property). The Prophet (PBUH) said, “Make things easy and do not make them difficult, cheer the people up by conveying glad tidings to them and do not repulse (them)” (Al-Bukhari).

Recommendations

The various studies suggest that the potential of blockchain in sukuk is significant. Currently the implementation of blockchain is largely driven by conventional players due to the cost of technology and availability of expertise that may not be afforded by many of the Islamic finance jurisdictions. The Islamic Development Bank and OIC should play a more progressive role and collaborate to develop the necessary infrastructure for the issuance of blockchain sukuk for cross-border transactions. This innovation could be the cornerstone in broadening capital market participation amongst OIC members and retail investors in the region. By extension, central banks of OIC members can develop a sovereign sukuk infrastructure to facilitate liquidity management and raise funding to support development in the post-COVID-19 world. To achieve wider acceptance, smart contracts could be utilized to facilitate some level of standardization of contracts across the Islamic finance jurisdictions, which have long been an outstanding issue.
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